

PRIVATE PROVIDER AGREEMENT 

BETWEEN 

MARYLAND DEPARTMENT OF PUBLIC SAFETY AND CORRECTIONAL SERVICES, CRIMINAL JUSTICE INFORMATION SYSTEMS

AND 

PRIVATE PROVIDER
The Maryland Department of Public Safety and Correctional Services (DPSCS) by and through its Criminal Justice Information System- Central Repository (CJIS) acting as the State Central Repository for Criminal History Record Information (CHRI) and NAME OF AGENCY (Private Provider), hereby agree to the following terms, provisions, and conditions:
I.
Purpose:

Governmental agencies or other legal entities (hereinafter “Users”) have a need for livescan fingerprinting services in order to perform their licensing and employment responsibilities. Private Providers as defined under COMAR 12.15.05.02  may be utilized by such Users to provide livescan fingerprinting services and have the fingerprint images forwarded to the DPSCS/CJIS for processing.  DPSCS/CJIS, in its capacity as the State Central Repository, has the authority to provide CHRI, pursuant to the Criminal Procedure Article, §10-221, Annotated Code of Maryland and be paid for its expenses. CJIS may authorize a private provider to perform fingerprinting services and demographic data collection for a request for a criminal history records check for non-criminal justice purposes.  

II. 
Effective Date:
This Agreement will commence upon execution of the signature of the Secretary of DPSCS and may be renewed every 2 years thereafter.  Either party to this Agreement may cancel this Agreement upon thirty (30) days written notice, except as provided in Section VI of this Agreement.
III.
Services DPSCS/CJIS Agrees to Provide: 
(1) CJIS shall establish and provide minimum administrative and operational requirements for private providers to perform fingerprinting services and demographic data collection for non-criminal justice purposes.

(2) CJIS agrees to accept and process livescan fingerprint images and
 demographic data submitted by the private provider in the form and manner prescribed by CJIS and the Federal Bureau of Investigation (FBI).

(3) CJIS shall issue an Authorization Certificate to the private provider that authorizes the private provider to provide livescan fingerprinting services and demographic data collection for requests for CHRI checks for non-criminal justice purposes.

a. The Authorization Certificate shall be valid for two (2) years from the date of issuance.

b. The Authorization Certificate may be renewed every two (2) years upon application by the private provider unless CJIS has suspended the Authorization Certificate.

c. The Authorization Certificate may be suspended according to Code of Maryland Regulations (COMAR) 12.15.05.10.

d. The private provider may re-apply for an Authorization Certificate after six (6) months from the date of a suspension.
IV.
Duties of Private Provider:

(1) The private provider authorized according to COMAR 12.15.05 and issued an 

Authorization Certificate, agrees to perform livescan fingerprinting services and demographic data collection for requests for CHRI checks for non-criminal justice purposes. 
(2) The private provider agrees to capture and transmit all fingerprint images and 
demographic data to CJIS using livescan equipment that has been certified by CJIS.    The fingerprint images and demographic data must be submitted via a secure network connection in the form and manner required by CJIS and the FBI.  All fingerprint and demographic data transmitted must be encrypted at all times using FBI encryption standards. 
(3) The private provider agrees to be solely responsible for all costs associated with 

livescan connectivity, including but not limited to the purchase of the livescan machine and related equipment, the costs of encryption, circuit costs, equipment update and maintenance.

(4) The private provider agrees to comply with all CJIS and FBI certification standards and 
procedures for livescan transmission of fingerprint images and demographic data, which includes but is not limited to, certification of livescan equipment and audits of livescan transmissions to CJIS and the FBI.  
(5) The private provider agrees to conform to the DPSCS Network Connection Terms and 


Conditions for Third Party Networks (Attachment A).

(6) The private provider agrees to conform to the Network Livescan Applicant Technical 

Interface Document (Attachment B) and take appropriate action to ensure each livescan transmission is sent to CJIS successfully and passes all CJIS livescan edits. In the event the electronic fingerprint specifications are modified, the private provider agrees to make any changes necessary to meet the new specifications within thirty (30) days of notification.
(7) The private provider agrees to conform to the Network Livescan Applicant Vendor 


Information Document (Attachment C).

(8) The private provider and their livescan equipment vendor shall maintain their livescan 
code table in sync with CJIS. The private provider agrees to update the code table within five days from of notification of a change.  
(9) The private provider agrees to cooperate and make its records available for the purpose 
of conducting periodic audits by CJIS and the FBI to ensure compliance with all laws, regulations and rules regarding the submission of fingerprints images and demographic data.

(10) The private provider agrees to provide references documenting that the private 
provider has been providing fingerprinting services and demographic data collection for CHRI checks for non-criminal justice purposes for at least five (5) years.
(11) The private provider agrees to have all employees performing or supervising 
fingerprinting services and demographic data collection for requests for CHRI checks for non-criminal justice purposes participate in the CJIS fingerprinting certification class.
(12) The private provider agrees to provide the fingerprints and demographic data for each 

employee performing or supervising fingerprinting services and demographic data collection for requests for CHRI checks for non-criminal justice purposes.  Persons with criminal history conviction records will be screened by the private provider to determine whether they should be allowed to work on matters covered by this Agreement.  

(13) The private provider agrees to accommodate all requests from individuals for CHRI 

checks for non-criminal justice purposes as soon as possible but not longer than within three (3) business days of request.
(14) The private provider is not authorized to perform fingerprinting services and 

demographic data collection for CHRI checks for Hazmat Materials Endorsements- Commercial Driver’s Licenses applications, sex offender registration or criminal justice purposes.

(15) The private provider agrees to maintain its records according to COMAR 12.15.05.06.

V. 
Dissemination: 

In accordance with COMAR 12.15.05. 06(D) a private provider may not receive any CHRI.  CJIS will process requests for CHRI checks from the private provider according to Federal and State laws and regulations. 

VI.
General Provisions
(1) CJIS may terminate or suspend this Agreement and the Authorization Certificate as provided in COMAR 12.15.05.10.

(2) CJIS agrees to notify the private provider within thirty (30) days prior to implementing any changes in rules, procedures, and policies incorporated in this Agreement.  However, changes in the rules, procedures, and policies required as a result of federal or state executive order, congressional or state legislative enactment, or by court decision shall be implemented as required by law.
(3) The private provider will be notified of any changes made to the fee schedule found in COMAR 12.15.01.14 within thirty (30) days of the effective date.
VII. Payment of Invoices 
(1) A private provider shall collect fees as specified under COMAR 15.15.01.14 for performing fingerprinting services and demographic data collections for non-criminal justice purposes on behalf of CJIS.

(2) DPSCS shall issue a monthly invoice to the private provider for the cost of CHRI processing during the previous month.
(3) The private provider shall forward payment for the full amount of the invoice to the Department within seven (7) days of receipt of the invoice.
(4) DPSCS invoices are not to be adjusted by the private provider for customer payments to the private provider that are returned by the bank non-sufficient funds (NSF), or any other reason. 
(5) Payments are to be made in United States currency drawn upon a United States solvent financial institution or via any other payment methods agreed to by both parties. 
(6) Payments should be made to the following address: 
Maryland Department of Public Safety and Correctional Services 
Information Technology and Communications Division 
6776 Reisterstown Road, Suite 211 
Baltimore, MD 21215 


(7) DPSCS reserves the right to submit unpaid payments not received within thirty (30) days of invoice date to the State’s Central Collection Unit (CCU) for collection proceedings.  The collection amount will be subject to an additional 17% collection fee and payable by the private provider, regardless of any subsequent payment to DPSCS.
VIII.
Fees

(1) A private provider may charge fees for providing fingerprinting services and demographic data collection for CHRI checks for non-criminal justice purposes in addition to those required under COMAR 12.15.01.14.

(2) If a private provider charges additional fees, the private provider shall:
a. Identify, report and control the additional fees separately from those required to be collected under COMAR 12.15.01.14;
b. Include in any public notice of the availability of fingerprinting and demographic data collection for CHRI checks for non-criminal justice purposes the fees:
i. Required under COMAR 12.15.01.14; and
ii. Any additional fees charged by the private provider.


Approved as to form and legal sufficiency:

________________________________

___________________

Stuart M. Nathan
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Approved:
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Secretary
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�What about the PO Box?


�To be modified for our purposes.





